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2022 Interview Locations

Australia Macau Special Administrative Region of China

Bangladesh Nepal

Bhutan New Zealand

Cambodia Pakistan

China Papua New Guinea

Fiji Philippines

Hong Kong Special Administrative Region of China Republic of Korea

India Sri Lanka

Indonesia Taiwan

Japan Thailand

Kiribati Vanuatu

Malaysia Viet Nam

Mongolia

• COVID-19 affected demand, 

supply chains and workforce 

• Internet security, and deploying 

IPv6 were the major challenges 

mentioned

• Online meetings, training, 

conferences, and other forums 

are no substitute for the “real 

thing”. 

• APNIC is consistently described 

as being highly regarded, trusted, 

reliable, and professional.

• Equal access to the Internet for 

small and LDE, and educating the 

‘next generation’ about the 

Internet are important issues

Key Interview Findings
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65%

15%

19%

Membership Status

APNIC Member

Member of NIR in APNIC Region

Other Stakeholder

61%

Have never 

completed the 

APNIC survey 

before

Region Count %

East Asia 269 17%

Oceania 275 17%

South East Asia 454 28%

South Asia 486 30%

Non-APNIC Region 137 8%

Total 1,621 100%



50%
Internet 
security

42
%

Hiring / keeping 

skilled employees

Automation of network and 

systems operations

Managing costs of 

systems, n/w operations 

and security

Policymakers / regulators' 

understanding of the Internet

Managing unintended 

consequences of 

regulations

Management of Internet traffic, 

transit and peering, & network 

capacity

35
%

35
%

31
%

28
%

24
%

Biggest strategic and operational 

challenges

Thinking about your Internet-related services, products or activities, what are the MAIN strategic or operational challenges facing your organization? % Ranked 1, 2 or 3



9%

7%

5%

11%

9%

6%

45%

45%

34%

35%

39%

54%

2018

2020

2022

Very poor Poor Below average Neutral Above average Good Excellent

8%

8%

5%

10%

8%

7%

43%

43%

33%

38%

40%

54%

2018

2020

2022

Very poor Poor Below average Neutral Above average Good Excellent

10%

10%

7%

10%

10%

6%

39%

41%

34%

39%

39%

51%

2018

2020

2022

Very poor Poor Below average Neutral Above average Good Excellent

Quality of services

Value of services

Value of membership
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Thinking about APNIC services you have used, how would you rate your 

experience? % Above average, Good, Excellent

97%
94%

96%
94%

97% 96% 95% 95% 95%

60%

65%

70%

75%

80%

85%

90%

95%

100%

APNIC Academy
training

Resource
certification (RPKI)

Routing security
(ROA publication)

Online presentation
by APNIC

representative

APNIC conferences

2020 2022



How can APNIC 

Help?

Training

35% mentioned training, 

including advanced training 

in IPv6

Security

8% mentioned Internet security 

training, including how to mitigate 

against attacks

Case studies

11% want case studies, best 

practice videos and blogs

Awareness

6% called for better education / 

awareness to governments about 

the Internet

Overwhelmingly Members talked about 

continued provision of training and 

education as the best form of assistance



Internet 

Development 

Priorities for 

Investment

8

Infrastructure Investment

Of those, 46% want to see investment in 

backbone networks (undersea/satellite), 

while 43% prioritise peering, and 37% 

neutral IXPs

Human Resource Capacity Building

Investment in more technical training for 

network engineers is the priority for 59% 

of Members. Others would prefer 

scholarships or internships at APNIC 

(38%) or fellowships for the next 

generation of network engineers (35%)

34
%

35
%



Historical Resource 

Transition — Update 
Vivek Nigam

vivek@apnic.net



Historical Resources

• Pre-RIR delegations

– Resources distributed by InterNIC, AUNIC, and so forth

• No formal agreement with APNIC

• Not managed under policy framework

www.apnic.net/historical-about



EC Resolution

Resolution 2021-09: RESOLVES that all historical resource 

holders will need to become, or remain, a Member or Non-

Member of APNIC on and from 1 January 2023, in order to 

continue to receive registry services from APNIC.

11



Number of unclaimed historical prefixes

Prefix size Number of prefixes

/15 1

/16 85

/17 1

/18 3

/19 10

/20 38

/21 59

/22 183

/23 404

/24 3,148

Number of IPs: 7.3 million

Number of prefixes: 3,932

Number of cases: 3,355



Case outcome snapshot

2022 2023

Mar Apr May Jun Jul Aug Sep Oct Nov Dec Jan Feb

Yet to contact Prefixes being claimed by holder Prefixes retained by holder

Not contactable No response Prefixes no longer needed

Prefixes returned to APNIC Routed Without Authority Prefixes reclaimed under policy



Case outcomes

No response, 1299

Not contactable, 882

Being claimed by 
custodian, 493

No longer needed, 127

Reclaimed under unused 
historical resources 

policy, 69

Retained by custodian, 409

Returned to APNIC, 56
Routed without authority, 20

3355



Retained by custodian

• Cases: 409

• IP addresses: 2,165,504

- Resources claimed under APNIC accounts

- Whois registration updated (Org Object, IRT object …)



Returned to APNIC

• Cases: 56

• IP addresses: 85,760

– Custodians completed declaration form to renounce their historical 

resource

– Resources recycled



Reclaimed under ‘Recovery of unused 

historical resource policy’
• Cases: 69

• IP addresses: 613,888

– Historical resources have never been routed

– Unable to contact custodians

– Resources recycled



No longer needed

• Cases: 127

• IP addresses: 42,752

– Custodians informed us they no longer need their historical 

resources

– Unable to complete declaration form to renounce their resource

– Resource registration removed and status changed to ‘Reserved’



Not contactable

• Cases: 882

• IP addresses: 694,016

– Whois contact details outdated

– No public contact details could be found

– Prefixes not routed

– Resource registration removed and status changed to ‘Reserved’



No response

• Cases: 1299 (158 routed)

• IP addresses: 1,927,936 (645,632 routed)

– Multiple emails sent to custodians and/or ASN routing the prefix

– No response received

– Will send final reminder failing which we will remove the resource 

registration and change status to ‘Reserved’



Being claimed by custodians

• Cases: 493 (224 routed)

• IP addresses: 1,776,640 (937,728 routed)

– Resource claim form not completed

– Pending Membership applications (some refused)

– Will send final reminder failing which we will remove the resource 

registration and change status to ‘Reserved’



Routed without authority

• Cases: 20 

• IP addresses: 35,584

– Custodians informed they no longer need their historical resource

– Upstream ASN continues to announce them

– Will send final reminder to stop announcing the prefix failing which 

we will remove the resource registration and change status to 

‘Reserved’ 



Summary

• Retained by custodians: 409 cases (2,165,504 IPs)

• Recycled: 125 cases (699,648 IPs)

• Registration removed: 1,009 cases (736,768 IPs)

• Pending

– Non-routed cases: 1,410 (2,121,216 IPs)

– Routed cases: 402 (1,618,944 IPs)



Membership Products

Andre Gelderblom

Product Manager (Membership)



Agenda

• Changes to Account Contacts

• Orbit

• Product Roadmap
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Changes to Account Contacts 



Current Challenges

• Identity & authentication confusion

– "Contact email" is often confused 

with the "Login email”

– Both emails can be used for 

Authentication

• Security

– Alarming rising successful cyber 

attacks on large companies

– Rise in amount of known 

compromised credentials through 

3rd parties as reported by 

Trustwave security



Proposed Changes

• Remove the confusion & improve the 
security

– All Account Contacts must have an 
APNIC Login

– Retire Account Contacts without an 
APNIC Login

– Mandatory 2-Factor for all Account 
Contacts



Current Version











Benefits Members

• Easier to understand and manage Account Contacts in 
MyAPNIC.

• Improved Authentication and Identification: All authorized 
activity can be assigned to a unique APNIC Login ID improving 
auditing, accountability.

• 2FA and email verification means Individual account contacts are 
more active participants and accountable for their own security.



Implementation Timelines

July 2023

2FA for all APNIC Login users

OCT 2023

All new Account Contacts must have an APNIC Login.

July 2024

Retire all Account Contacts without an APNIC Login



Communication & Support

• 1 year transition period

• Ongoing communication and support through the transition 

period

• Self-service tools in MyAPNIC to retire old contacts easily.

• Listen and adapt to feedback.



Orbit
• Launched as an MVP at APNIC 54

• Supporting and enabling community 
discussion

– In leadup to APNIC 55 we saw how 
important community discussion is 

• Target 650 new registered users over a 
year

– On track over 100 new a month

• Achieve at least 1,500 new posts over a 
year

– On track over 300 new a month

• Community Building (Siena Perry)

• Continuous improvement



Editor improvements



Orbit

• Embedded images

• Performance 

improvements



Roadmap

• Product Roadmap

– https://roadmap.apnic.net

https://roadmap.apnic.net/


Thank you

• https://ROADMAP.apnic.net

• https://ORBIT.apnic.net

https://roadmap.apnic.net/
https://orbit.apnic.net/


State of RPKI and IPv6 

deployment 

in Asia Pacific

Anna Mulingbayan



Resource Public Key Infrastructure

(RPKI)



What is RPKI? 

• Robust security framework for verifying the association 

between resource holders and their Internet resources 

• Can help:

– Prevent route hijacks/mis-origination/misconfiguration 



ROA (Route Origin Authorization)

• Digitally signed object that provides a 

means of verifying that an IP address 

block custodian has authorized an 

Autonomous System (AS) to originate 

routes to one or more prefixes within the 

address block 

• With a ROA, the resource holder is 

attesting that the origin AS number is 

authorized to announce the prefix(es)

- The attestation can be verified 

cryptographically using RPKI 



MyAPNIC

MyAPNIC is a 

secure online portal 

for APNIC account 

holders to manage 

Internet number 

resources, update 

contact information, 

use RPKI and so 

forth



RPKI deployment

1. Create ROAs

2. Implement Route Origin 

Validation (ROV)

3. Drop invalids

• Log-in to https://myapnic.net

• Click Resource Manager>RPKI to 

check if RPKI engine is enabled

• Go to Route Management to 

create/manage ROAs

https://myapnic.net/


RPKI deployment

1. Create ROAs

2. Implement Route Origin 

Validation (ROV)

3. Drop invalids

• More networks are now doing 

ROV, so it is important to 

create and keep ROAs up-to-

date



RPKI deployment

1. Create ROAs

2. Implement Route Origin 

Validation (ROV)

3. Drop invalids

• This webpage maintained by 

Cloudflare has details of 

networks that have deployed 

RPKI ROV: 

https://isbgpsafeyet.com

https://isbgpsafeyet.com/


Resource Certification
• Contact permissions required for Resource Certification

• Must have Two-Factor Authentication enabled to use Resource 

Certification feature in MyAPNIC

– Corporate and Technical Contacts  by default have ‘update’ privilege



ROA coverage – Asia

Source: https://stats.labs.apnic.net/roa/XD

35%



ROA coverage - Oceania

Source: https://stats.labs.apnic.net/roa/XF

80%



ROA Asia Pacific coverage

• 60% of respondents 

from 2022 APNIC 

Survey indicated their 

organization had not 

deployed RPKI 

• 38% said they did not 

have the knowledge and 

expertise to deploy it

• Registry requires 

continued investment to 

meet the architecture, 

availability, and 

robustness 

requirements of RPKI

Source: https://stats.labs.apnic.net/roa-zoom



IPv6



IPv6 uptake in the AP region

• Across a 5-year period, the world has moved from 18% to 38% IPv6 

capability‡ and most of the deployment was in the Asia Pacific

• APNIC rankings have moved ahead of the world across sub-regions as 

we’ve had significant shift in intensity inside many economies

• You COULD use IPv6, you’re capable of using it, alongside saying if 

you actually do use it

(‡) https://www.apnic.net/community/ipv6/ipv6-in-your-region/



IPv4 vs IPv6

• IPv6 is becoming less of a challenge (from 34% in 2020 down to 26% in 

2022)

• Support for transition is still needed as IPv4 scarcity increases

– The top IPv4 availability challenges were cost (30%)

– Finding IPv4 addresses in the market (27%)



Deployment pace varies

• India continued its remarkable deployment with significant increase

– Reliance/Jio approached its peak in 2018 and has been slowly pushing to 
the limit

• Viet Nam saw a rise but slowed down between 2021-2022

– FPT was decisive in pilot deployment of IPv6 at scale in Viet Nam

– After 2018, Viettel, VNPT, and Mobifone all made significant deployments, 
which continue

• Australia and China had reasonably steady but slow growth across the 
period

• Thailand, Viet Nam, Myanmar, Malaysia, Philippines, and Australia all 
increased ranking and contribution



State of the world
CC % CC % CC % CC % CC % CC % CC % CC % CC % CC %

BL 77.97% IN 75.90% BE 69.30% FR 66.39% SA 64.54% DE 62.55% GR 60.96% UY 60.40% IL 57.46% MY 57.17%

MS 54.45% US 54.10% PR 54.08% AX 49.52% MX 48.67% NL 48.53% FI 48.30% VN 47.98% GB 47.46% TW 47.14%

HU 46.95% BR 45.85% LK 44.83% JP 44.83% LU 44.71% AE 44.01% CH 41.82% PT 41.37% CA 40.59% MM 39.42%

TH 39.14% GT 38.15%

World Average is 38%

CC % CC % CC % CC % CC % CC % CC % CC % CC % CC %

EE 37.04% AU 35.68% NP 34.01% PY 33.15% AT 32.59% RO 32.39% NO 31.92% PE 31.02% MO 29.39% CN 28.87%

SX 28.29% CO 27.86% MF 27.44% SR 26.84% TT 25.98% EC 25.37% IE 25.22% GA 24.14% NZ 23.75% TG 23.66%

BT 22.16% AR 22.06% LI 21.82% CZ 21.31% KW 19.86% BO 18.63% CG 18.61% CL 18.23% NI 17.41% JO 17.29%

PL 17.18% BM 16.65% GY 16.56% OM 16.31% KR 16.10% LV 16.01% SI 15.67% GE 15.60% SG 14.36% BY 14.34%

IS 13.62% SE 13.24% PH 12.73% JM 12.59% LC 12.44% MD 12.42% RW 12.41% ID 10.96% ZW 10.48% KZ 10.30%

SK 10.10% VG 9.60% BG 9.59% BA 9.50% DK 9.08% UA 9.05% SV 8.76% RE 8.74% PF 8.68% VC 8.47%

RS 7.71% IT 7.61% AL 7.19% KE 7.03% RU 6.66% BD 6.03% HR 5.91% BF 5.89% BZ 5.81% HN 5.29%

GD 5.20% ES 5.00% CR 4.91% ZA 4.70% MN 4.70% GP 4.53% PK 4.46% HK 3.98% AM 3.97% DO 3.94%

EG 3.80% VI 2.66% TR 2.56% PA 2.10% PG 1.92% NC 1.88% CD 1.70% CI 1.68% SC 1.48% LB 1.19%

VE 1.18% CW 1.18% MQ 0.97% TO 0.92% ML 0.83% MC 0.71% IR 0.61% JE 0.54% GF 0.51% TZ 0.49%



Asia Pacific punches above its weight!

• From 56 APNIC economies, in 2018 four were above 

average, seven average and two below average: 

– 23% of the region’s economies had visible IPv6 capability 

above 1%

• In 2022, eight economies are above average, eight average and 

nine significantly below average, for a total of 25 from 56. 

– 44% of the region’s economies are now visible in IPv6 

capability (above 1%)



Information Products update
Rafael Lourenco



DASH – Updates

• Suspicious Traffic alerts released on Q1 2022 supporting 
email notifications.

• Routing status feature released on Q2 2022.

• Routing Status alerts (beta) released on Q3 2022 
supporting email, SMS and Slack.

• Suspicious Traffic alerts support for SMS and Slack to be 
released in March 2023.

• Routing Status alerts to go out of beta in March 2023.



DASH – Routing Status

• A dashboards for 

members to visualise

the routing status of 

their networks and 

identify 

inconsistencies 

among three systems: 

BGP, RPKI and IRR.



DASH – Routing Status Alerts

• Receive alerts for:

– Routing inconsistencies 
(BGP, RPKI, IRR)

– Missing ROAs or route 
objects

– Unexpected or missing 
BGP announcements

• Supported channels:

– Email

– SMS

– Slack



DASH – MyAPNIC Widget

• Allows members logging into 

MyAPNIC to be informed on 

routing inconsistencies and 

suspicious traffic.

• Planned release: Q3 2023



DASH Widget in the 

MyAPNIC Dashboard 

(draft subject to review)



DASH - Expanding alert channels

• Community feedback received during APNIC 54.

• New channels to be supported:

– WhatsApp

– Webhooks

• Planned release: Q3 2023



"Global" REx (Resource Explorer)

• REx is being expanded to provide global data:

– INR delegation statistics

– IPv6 deployment

– Holder information for INRs

– Visualisation of AS interconnections

• RIR filters: limit data scope per registry

• Re-architecture to allow collaboration with other registries

– Data from public sources: delegated stats files, RDAP, APNIC Labs

• Planned release: Q2 2023



Registry Products Update
Tom Harrison



Registry Products Update

69

Route Management 

Prevalidation ✓

ASN Delegation 

Identity

Alternative Whois

Authorization

🗓

RPKI Signed Checklists 

(RSCs)

Registry API

⏩



Route Management Prevalidation

• Validate changes submitted via 

route management to ensure 

that they won’t cause problems 

in BGP

• Allows users to override if 

necessary

• Available in production

70



ASN Delegation Identity

• Previously: member applies for 

ASN on behalf of customer, 

aut-num record in Whois has 

member’s details

• After release: aut-num record 

has customer’s details

• Scheduled for release by the 

end of Q1

71

aut-num:        AS64496

as-name:        CUSTOMER-AS

descr:          Customer Co

country:        SG

org:            ORG-CUSTOMER1-AP

sponsoring-org: ORG-PROVIDER1-AP

admin-c:        CUST1-AP

tech-c:         CUST1-AP

abuse-c:        CUST1-AP

mnt-by:         APNIC-HM

mnt-irt:        IRT-CUSTOMER-AP

last-modified:  ...

source:         APNIC



Alternative Whois Authorisation Model

• Deprecating password use in updates in favour of 

OAuth tokens

• Transparent to users, except for those carrying out 

updates via mail

• Scheduled for release by the end of Q1

Passwords will still be supported while we contact 

users and transition them to tokens

72



RPKI RSCs

• RPKI Signed Checklist

• Sign arbitrary files/documents using RPKI

• Specification now final:

− https://datatracker.ietf.org/doc/rfc9323/

• Several implementations

• Scheduled to begin work in Q2

73

https://datatracker.ietf.org/doc/rfc9323/


Registry API

• Support for various registry operations:

− Whois updates

− RDNS updates

− Route management

• Testbed deployed in Q1 of last year

• Scheduled to begin work in Q3

74



Training & Development

Updates

Che-Hoo Cheng

Infrastructure & Development Director

APNIC



Key findings from APNIC survey

• Training is highly valued by community

• Topics of high interest:

– Security

– IXP/Peering



Key findings from APNIC survey







APNIC Academy

• APNIC Academy as the branding to use for all APNIC training and 
technical assistance (TA) activities gradually starting 2020

• Blending Learning / Flipped Classroom / HyFlex

– Face-to-Face + Online / Instructor-Led + Self-Paced

• As complement, with good balance 

– Theories and practical exercises

– Basic to advanced level

– Depth and breadth

• Offering full certification with full curriculum as long-term goal

https://academy.apnic.net/


Training Events – Instructor-led Training

• Returning to Face-to-Face training gradually

• Hybrid training is also an option to consider

– No international travel is involved for trainers

• Nominal fee is charged for in-person/hybrid APNIC-organised training

– Members receive discount

• APNIC-sponsored training with NOGs and other partners

• Online instructor-led training (free-of-charge) is still arranged to cover more audience

• More focused support for higher impacts with subregional teams

• Much more training & TA activities, with staff trainers and Community Trainers

• Named as “APNIC Academy Training”



Community Trainers

• Help scale up our training & technical assistance work

• Retained CT trial was successful in 2022 with up to 5 RCTs

– More focused training with RCTs in relevant economies

• More economies to cover in 2023

• 12+ RCTs and 30+ VCTs as targets

• If you are interested or have referrals: 

– https://www.apnic.net/about-apnic/employment/

https://www.apnic.net/about-apnic/employment/


Security Training & Development
• Training:

– Network/Routing Security

– DNS Security

– Information/Cyber Security

• CERT/CSIRT development

• Community Honeynet & Security Threat Sharing Platform

– Feeding data to DASH

– Increase the number of honeypot sensors

– Increase the Community Honeynet and Security Threat Sharing Platform partners 

– Develop and attend threat sharing community events



IXP/Peering Support & Development

• Training & Technical Assistance

• Package/bundle for IXP Development

– IXP Manager

– ROV with Route Server

– M-Root and/or other root servers

– RIPE Atlas Anchor

• MOU with APIX/ISOC/APNIC Foundation for equipment support

• Sponsorship for IXP Manager, PeeringDB & IXP-DB

• Support of APIX/Peering Asia/Peering Forums (along with NOGs or not)



Academy Product Updates

• DONE: Past Events added (as part of Training Wiki migration)

• 2023 Plan:

– Training Wiki migration

– Improve Academy data reporting with BI tools

– Integrate TA platform with Salesforce case management tools

– Design training certification program

– More training content

• Roadmap: https://roadmap.apnic.net

https://roadmap.apnic.net/


New Virtual Labs in 2022

– DHCPv6-PD

– RPKI Lab with RPKI-Prover

– RPKI Lab with FORT

– Practical Packet Analysis

– IPv6 Security

– MPLS LDP and SR

– NMM SNMP, LibreNMS & RRD

– Log Management and Flow 

Monitoring

– BGP Link State

– Security Monitoring and Analysis

– IPv4/IPv6 Dual-Stack 

– SRv6

• 12 new Virtual Labs:



Launch of two new self-paced courses

• Published 2 new courses “Introduction to BGP” and “Cybersecurity 
Fundamentals”:



References

• APNIC Training Services - Strategies & Directions of APNIC 
Academy at APNIC 52: 
https://conference.apnic.net/52/assets/files/APBS588/apnic-
training-services-strategies-and-directions-of-apnic-academy.pdf

• Training & Development Updates at APNIC 53: 
https://2022.apricot.net/assets/files/APNT374/training-and-
development-updates.pdf

• Training & Development Updates at APNIC 54: 
https://conference.apnic.net/54/assets/files/APSG129/apnic54trai
ningdevel_1663116194.pdf

https://conference.apnic.net/52/assets/files/APBS588/apnic-training-services-strategies-and-directions-of-apnic-academy.pdf
https://conference.apnic.net/52/assets/files/APBS588/apnic-training-services-strategies-and-directions-of-apnic-academy.pdf
https://2022.apricot.net/assets/files/APNT374/training-and-development-updates.pdf
https://2022.apricot.net/assets/files/APNT374/training-and-development-updates.pdf
https://conference.apnic.net/54/assets/files/APSG129/apnic54trainingdevel_1663116194.pdf
https://conference.apnic.net/54/assets/files/APSG129/apnic54trainingdevel_1663116194.pdf


Infrastructure & Operations

Updates

Che-Hoo Cheng

Infrastructure & Development Director

APNIC



5x9s for Highly Critical Services
• Gap Analysis for RPKI services completed in Aug 2022

• 3-year plan drafted based on the recommendations in the report

– 8 recommended actions to be done over 3 years (2023-2025)

– Services to cover: RPKI, RDNS, RDAP & whois (under Registry Product)

• Improving availability monitoring and measurement will be the first step

– Will publish our measurement methodology

• Community consultation to start by end of March

– To validate our draft plan

– In the form of online survey and interviews 

– Will publish blog story with details when we launch it

• A summary of the Gap Analysis report will be shared as well



3-Year Implementation Plan for 5x9s (DRAFT)

Remediation
Possible 

Impact

Recommended 

Priority

Timeline to 

Complete

Improved monitoring & measurement (and measurement 

methodology published)
High 1 1H2023

Self-healing/recovery of application components High 2 2H2023

Improved change management processes High 3 2H2023

Improved 24 x 7 Tier 1 support Medium 5 2H2023

Active / active infrastructure across sites Medium 6 2024

Exact mirroring of NextDC infra to Interactive Medium 7 2024

Resilience in people High 4 2025

HA Application design – redesign application to be an active-active 

HA design
High 8 2025



Metrics under Consideration

• # of probes

– Locations of probes

• Query-response RTT

• Threshold (percentage) to determine unavailability

• Others 



Cloud and Interconnection Strategy

• High-level strategy only

– Have more detailed plan which is subject to change from time 
to time

• Draft ready for internal reference in late 2021 after internal 
consultation

• Another round of internal reviews now

– And need to polish it before publishing it 

• Blog post scheduled for end of March

– Feedbacks would still be welcome



A Sneak Peek – Not Final Yet

• Overall High-Level Goals

• High availability, high performance and low latency as goals 
for all APNIC products and services

• Security, integrity and resilience as the focuses

• Minimise vendor lock-in

• High-Level Cloud Strategy

• High-Level Network and Interconnection Strategy



Security Infrastructure Upgrades

• Improve infrastructure security and resilience of APNIC 

systems across areas including:

– Privilege access management (PAM) for end users

– Zero-Trust Network / Server Access (ZTNA)

– Information security compliance tool (ISO27001)

– Application security orchestration and correlation (ASOC)



Technical Infra and Ops Improvement

• Improve the process flow for IT support using ITILv4 
principles

– Deploy new ITSM tools to replace RT for IT service 
requests, incident/problem management and change 
enablement/management

• Improve 24x7 Tier-1 support by exploring various 
outsourcing options

• Migrate older hosts to operating systems with long-term 
support to improve security and stability



APNIC Website Improvements

Lily Che

Sr. UX/UI Designer
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Overview

• APNIC Survey background data

• Our investigation

• Activity plan – Website refresh

• How you can contribute
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APNIC Survey background data

APNIC website is our most visible site with the most website traffic. 

• The front door to access our products and services, particularly important to newcomers
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APNIC Survey background data

Despite this, Members in the APNIC Survey have been reporting a decreased use from 
77% in 2018 to 56% in 2020 and now 52% in 2022. It also ranked low among APNIC 
products for satisfaction.
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Our investigation

• We spent some time in 2022 investigating how the APNIC website was 
performing.

– Analytics:

• System Usability Scale (SUS) score - 68. 

– User research findings:

• People struggled to find what they need 

• Feedback about updating the look and feel of the site
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Activity plan – Website refresh

• This will be a multi-year project 
(2023/24); we are just getting started

• We have made a commitment to refresh 
the APNIC website in a number of areas, 
including…
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Navigation (information architecture)
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Visual design
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Content
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Search
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Accessibility
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Get involved: Your contribution matters!

• Reviewing the 
navigation/information architecture 
with Members and the community

• Activities to help in creating the new 
navigation here at APNIC 55

• Visit us at the desk to take part and 
also get some APNIC merch for taking 
part
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Don't have time to visit us in person?

• Take part online — head to 
orbit.apnic.net to find out more and 
provide feedback

• Orbit is our community platform 
where you can help us with this 
project or provide feedback on any 
of the products and services you 
have seen here today
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Thank you!
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